Datenschutzerklärung „Aufzeichnung von Lehrveranstaltungen mit BBB“

„Veranstaltungstitel und Angabe des Semesters eintragen“

Von Lehrenden an Studierende auszugeben

Muster

1. Name und Anschrift des Verantwortlichen

Philipps-Universität Marburg - Der Präsident

Prof. Dr. Thomas Nauss

Biegenstraße 10, 35037 Marburg

Tel. 06421 28-20, Fax 06421 28-22500

Internet: https://www.uni-marburg.de

E-Mail: info@uni-marburg.de

Den behördlichen Datenschutzbeauftragten erreichen Sie per Post unter o.g. Anschrift

oder per E-Mail unter datenschutz@uni-marburg.de.

2. Ansprechpartner

Ansprechpartner für die Aufnahmen in dieser Veranstaltung sowie zur Geltendmachung Ihrer Rechte ist:

*(Bitte tragend Sie die entsprechenden Informationen ein:)*

Name,

Einrichtung,

Adresse,

E-Mail und ggf. Telefonnummer

3. Datenverarbeitung im Verfahren „Aufzeichnung der Lehre mittels BigBlueButton“

3.1. Zwecke der Verarbeitung

*(Bitte passen Sie den folgenden Absatz an Ihre Bedürfnisse an. Ergänzungen der Zwecke können die Nennung neuer/anderer Rechtsgrundlagen erforderlich machen.)*

Die Aufzeichnung der Lehrveranstaltung verfolgt den Zweck die Inhalte der Veranstaltung auch für Studierende verfügbar zu machen, die auf Grund von Terminüberschneidungen von Lehrveranstaltungen, aufgrund fehlenden Fassungsvermögens der Hörsäle, oder Übertragungen an andere Orte (Hybridvorlesungen), nicht an der Veranstaltung teilnehmen konnten. Außerdem bietet Ihnen die Aufzeichnung die Möglichkeit die Inhalte zu anderen Zeiten anzuschauen um sich beispielsweise auf Prüfungen vorzubereiten.

3.2. Rechtsgrundlage für die Verarbeitung

Die Hochschulen haben den gesetzlichen Auftrag die wissenschaftliche Ausbildung zu vermitteln, im Rahmen der Erfüllung dieser Aufgaben muss bzw. kann sie die hierfür notwendigen personenbezogenen Daten verarbeiten.
Als Grundlage für diese Verarbeitung dient daher Art. 6 Abs. 1 c) DSGVO iVm § 4 Abs. 1, § 3 V HessHG.

3.3. Arten und Kategorien von personenbezogenen Daten

Video- und Audiodaten werden während der Konferenz aufgezeichnet, Textdaten jedoch nicht. Die Konferenzaufzeichnung wird dem Lehrenden im mp4-Format zur Verwendung außerhalb der Livesitzung vom HRZ der Universität Marburg angeboten.

3.4. Löschfristen

Das HRZ der Universität Marburg hält für die veranstaltende Person die Aufzeichnung 14 Tage zum Download bereit, danach wird die Aufzeichnung aus dem System des HRZ gelöscht.

*Hier trägt die veranstaltende Person bitte die Löschfrist bzw. Bedingungen für die Löschung der Aufzeichnung ein. Zum Beispiel:*

Die Aufzeichnungen werden bis zum Ablauf des Semesters aufbewahrt und danach gelöscht (empfohlen).

Unabhängig davon werden Aufzeichnungen gelöscht, wenn eine betroffene Person ihr Recht auf Löschung geltend macht und die Voraussetzungen des Art. 17 DSGVO vorliegen. .

3.5. Ort der Verarbeitung

Die verarbeiteten Daten werden vom HRZ der Universität Marburg nicht außerhalb des Anwendungsbereichs der DSGVO verarbeitet und gespeichert.

*(Bitte beschreiben Sie hier, was nach dem Herunterladen der Aufzeichnung passiert (die weitere Verarbeitung der Daten). Diese Passage ist die zentrale Beschreibung der Verarbeitung, die von Lehrenden maßgeblich bestimmt und damit mit-verantwortet wird. Durch die sachlich richtige und präzise Schilderung, die auch knapp sein kann, werden Lehrende ihrer Verantwortung im Prozess gerecht.*

z.B. Aufnahmen werden auf ILIAS zur Verfügung gestellt (empfohlen) und damit nicht außerhalb der EU verarbeitet.

In letzter Konsequenz kann allerdings vom HRZ der Universität Marburg technisch die Vertraulichkeit der Aufzeichnung nicht sichergestellt werden. Die autorisierte Hörerschaft könnte anderen Personen die Aufzeichnung oder Teile davon zukommen lassen. Auf dieses Risiko für die Rechte und Freiheiten betroffener Personen möchten wir hiermit hinweisen.

3.6. Empfänger der personenbezogenen Daten und Übermittlung der Daten in ein Drittland oder eine int. Organisation

Innerhalb der Hochschule (interne Empfänger) können die Aufzeichnungen vom jeweiligen Lehrenden und der zugriffsberechtigten Hörerschaft [z.B. „Veranstaltungsteilnehmende“ ILIAS-Gruppenmitglieder“ o.ä. *Bitte an konkreten Fall anpassen*] verarbeitet werden. Daneben verfügt die IT-Abteilung (Administratoren) zur Wartung und Fehlerbehebung einen Wartungszugang zu den Aufzeichnungen.

4. Allgemeines zur Datenverarbeitung

4.1. Anwendungsbereich

Diese Datenschutzerklärung gilt für die Verarbeitung von personenbezogenen Daten imRahmen der Veranstaltung [Titel, ggf. Fachbereich] . Die allgemeine Datenschutzerklärung zur BBB-Nutzung finden Sie [hier](https://www.uni-marburg.de/de/hrz/dienste/web-konferenzen/web-konferenz-bigbluebutton/datenschutzerklaerung).

4.2. Umfang der Verarbeitung personenbezogener Daten

Wenn Sie Ihre Kamera aktivieren oder Wortbeiträge leisten, werden diese in der Regel Teil der Aufnahme. Sowohl Ihre Stimme, als auch die Inhalte Ihrer Beiträge werden aufgezeichnet.

4.3. Rechte der von der Verarbeitung betroffenen Person

Die von der Verarbeitung betroffene Person verfügt gemäß Art. 13 – 23 DSGVO über Rechte, welche gegenüber der Universität Marburg geltend gemacht werden können. Eine Übersicht der wichtigsten Rechte ist nachfolgend aufgeführt:

• Recht auf Auskunft über beim Verantwortlichen gespeicherte Daten nach Art. 15 DSGVO

• Recht auf Berichtigung über beim Verantwortlichen gespeicherte Daten nach Art. 16 DSGVO

• Recht auf Löschung über beim Verantwortlichen gespeicherte Daten nach Art. 17 DSGVO

• Recht auf Einschränkung der Verarbeitung über beim Verantwortlichen gespeicherte Daten nach Art. 18 DSGVO

• Mitteilungspflicht im Zusammenhang mit der Berichtigung oder Löschung personenbezogener Daten oder der Einschränkung der Verarbeitung nach Art. 19 DSGVO

• Widerrufsrecht: Sie haben das Recht, Ihre datenschutzrechtliche Einwilligungserklärung jederzeit mit Wirkung für die Zukunft zu widerrufen, wobei der Widerruf die Rechtmäßigkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten Datenverarbeitung nicht berührt.

• Beschwerderecht: Der Betroffene hat ferner das Recht sich bei einer Aufsichtsbehörde für Datenschutz zu beschweren.

4.4. Datensicherheit

Um die Sicherheit Ihrer Daten angemessen und umfassend bei der Verarbeitung und insbesondere der Übertragung zu schützen, verwenden wir, soweit erforderlich und orientiert am aktuellen Stand der Technik, entsprechende technische und organisatorische Maßnahmen zur Gewährleistung der Sicherheit Ihrer personenbezogenen Daten. Hierzu zählen insb. die Beschränkung des Zugriffs auf die Aufzeichnung per Login. Die Kommunikation des Webbrow-sers mit dem Server erfolgt verschlüsselt per https.